Most physicians, patients, policy analysts, and journalists believe that the HIPAA “privacy rule” protects medical confidentiality. They are mostly incorrect. The Health Insurance Portability and Accountability Act creates medical records rules that tighten internal practices, like hiding computer screens and not talking in elevators, and these protections are an improvement over previous practice, but they are limited.1 Perhaps because the enabling legislation called for a “standard for privacy of individually identifiable health information” and the original final rule in 2000 required patient informational consent, there is a belief that the Department of Health and Human Services rules provide strong privacy protections for medical information. Unfortunately, that belief is a misconception.2 In fact, the amended final HIPAA rule (for simplicity, hereafter referred to as “HIPAA,” or “the HIPAA rule”) provides much less privacy than the term “privacy rule” suggests.

Rather than broadly protecting privacy, the amended HIPAA rule generally constitutes a disclosure regulation.3 As first issued in August 2002,4 the HIPAA rule specified how health information may be used and disclosed, and it only partly keeps medical records confidential. Effective in April 2003, the federal government gave six hundred thousand “covered entities”—such as health care plans, clearing-
houses, and health maintenance organizations—“regulatory permission to use or disclose protected health information for treatment, payment, and health care operations” (known as TPO) without patient consent.5 Some of these “routine purposes” for which disclosures are permitted are far removed from treatment. In fact, “covered entities” and their “business associates” may share patients’ sensitive personal information for treatment, payment, and health care operations without the patients’ knowledge, over their opposition, and even if patients pay for treatment out of pocket or request the right to be asked for consent to disclosure of their medical records.6 Particularly troubling is the governmental authorization for covered entities to use patients’ confidential health information without their consent for health care operations.

### HIPAA Rules and Challenges: A Timeline

<table>
<thead>
<tr>
<th>Rule and Timeline Event</th>
<th>Date</th>
</tr>
</thead>
<tbody>
<tr>
<td>Health Insurance Portability and Accountability Act (HIPAA)</td>
<td>August 21, 1996</td>
</tr>
<tr>
<td>Authority for privacy rule delegated to DHHS secretary</td>
<td>August 21, 1999</td>
</tr>
<tr>
<td>Proposed original rule (without a consent requirement)</td>
<td>November 3, 1999</td>
</tr>
<tr>
<td>Comment period</td>
<td>November 3, 1999, to January 3, 2000, extended to February 17, 2000</td>
</tr>
<tr>
<td>Original rule (final, with consent)</td>
<td>December 28, 2000</td>
</tr>
<tr>
<td>Additional comment period</td>
<td>February 28, 2001, to March 30, 2001</td>
</tr>
<tr>
<td>Original rule effective date (with consent)</td>
<td>April 14, 2001</td>
</tr>
<tr>
<td>Proposed amended rule (without consent)</td>
<td>March 27, 2002</td>
</tr>
<tr>
<td>Additional comment period</td>
<td>March 27, 2002, to April 26, 2002</td>
</tr>
<tr>
<td>Amended rule (final, without consent)</td>
<td>August 14, 2002</td>
</tr>
<tr>
<td>Amended privacy rule effective date</td>
<td>October 15, 2002</td>
</tr>
<tr>
<td>Compliance date (for large entities; small health plans given an additional year)</td>
<td>April 14, 2003 (originally February 26, 2003)</td>
</tr>
<tr>
<td><strong>Citizens for Health et al. v. Thompson</strong> filed</td>
<td>April 10, 2003</td>
</tr>
<tr>
<td>District Court Decision, Judge Mary A. McLaughlin, Philadelphia, 03-2267</td>
<td>April 2, 2004</td>
</tr>
<tr>
<td>Appellate Court Decision, <em>Citizens</em>, 428 F. 3rd 167</td>
<td>October 31, 2005</td>
</tr>
<tr>
<td>U.S. Supreme Court cert. petition, <em>Citizens</em>, cert. denied, 127 S. Ct. 43</td>
<td>October 3, 2006</td>
</tr>
</tbody>
</table>
that are unrelated to payment or treatment. “Health care operations” (HCO) include most administrative and profit-generating activities, such as auditing, data analyses for plan sponsors, training of nonhealth care professionals, general administrative activities, business planning and development, cost management, payment methods improvement, premium rating, underwriting, and asset sales—all unrelated to direct patient care. Health care operations also include some marketing (which otherwise requires a signed authorization) and fundraising for the covered entity. As distinguished from “core” treatment and “routine” payment purposes, health care operations permit the legal disclosure of information that could be inappropriately used for purposes that patients might not approve, and thereby may lead to consequences patients might not like.

In addition, covered entities may share patient information with millions of contracted “business associates” without patients’ consent. Like covered entities, their business associates are supposed to keep patient information confidential. But because amended HIPAA rules permit broad uses under health care operations and do not require an audit trail for “routine” disclosures, there is no way to monitor whether health information is shared in ways inconsistent with contractual requirements or patients’ wishes. Thus, if patients have problems with employment or insurance because of unauthorized disclosure of their health information, the patient cannot trace the harm to a disclosure authorized under health care operations.

The Possible Harm

Confidentiality is at the heart of the doctor-patient relationship, and consent is an essential means by which patients can assure that information remains confidential. There is a great need for such assurance because any problem that could arise with health disclosures probably will. As Ted Cooper of Kaiser Permanente noted in 2000 when he recommended that HIPAA be “crafted from the perspective of how we would want our family’s health data handled, “every permutation that can happen will happen.” According to health attorney James Pyles, “information such as a name and diagnostic code . . . could be enough to derail your prospects for a loan or a job. You could be charged higher loan rates or lose a job because of what’s in your medical record . . . And it will be impossible to prove it was because your data was shared . . . because there is no disclosure or audit” trail under HIPAA. Because of the lack of limitations, potentially harmful information is likely to be shared in the course of basic health care operations, and HIPAA actually facilitates that sharing, without patient authorization, even if other laws might prohibit it the use of the information.

Pyles’s comments suggest two examples of possible harm through routine disclosures under HIPAA. When sharing health information during health care operations, HIPAA could permit an insurer to give data to a bank it owns, which might then deny someone a loan on the basis of those data. A cancer drug prescription from a pharmacy bought by a conglomerate that owns a mortgage company could provide the basis for deciding that a patient who may have a terminal illness is a bad lending risk, for example. While some laws protect against the disclosure of special kinds of information, such as HIV status, the lack of a HIPAA audit trail on routine disclosures means that HIPAA tends to undercut these restrictions.

Health information transmitted under HIPAA health care operations rules might also affect job prospects. HIPAA prohibits covered entities from disclosing health information for job-related purposes unless an individual signs an authorization. But an employer is not considered a covered entity unless it self-insures its health plan, so if the employer is not self-insured, it is exempt from these rules. In addition, even in those cases in which the employer is subject to these rules, the lack of audit records means the prohibition may not be enforceable. For instance, despite the HIPAA requirement for a patient’s written authorization before medical records can be used for employment purposes, HIPAA lets self-insured employers receive employee health data for utilization review. Thus, a self-insured employer might legally obtain information from a physical exam on an employee without his or her authorization that reveals the employee is diabetic. The employer might then deny that person a promotion to the head of food services. Or a corporation considering acquiring a pharmacy group could view member records as part of due diligence, learn that one of its executives uses an anxiety medication, and decide she is not a good candidate for chief financial officer. As businesses learn that health information may be obtained legally through health care operations provisions without asking for authorization, the likelihood of breaches may increase.

A recent case in California shows concretely how HIPAA rules may lead to insurance or job loss. Through HIPAA procedures permitting—but not requiring—that therapy notes be kept separate, a Stanford hospital’s disclosure of a patient’s psychiatric records contributed to her losing a disability complaint. Because HIPAA does not require that psychiatric notes be maintained separately from other medical records, the patient’s therapy information, scanned and electronically stored in the hospital’s computer system with the rest of her medical records, was released to the disability insurer against the patient’s wishes—and despite assurances by her psychotherapist that the notes were being kept separately and would not be disclosed without her consent. The released information contributed to a denial of disability insurance benefits for an unrelated automobile accident, then to disability discrimination.
when she returned to work, and eventually to the loss of her job.14

**Misconceptions about Protection**

Medical ethics dating back to the Hippocratic Oath require confidentiality, and the pre-HIPAA practice was almost entirely to ask for patient consent to disclose information.15 Further, some state laws and professional codes of ethics incorporated into state licensing laws explicitly require confidentiality and consent to disclose. Nonetheless, many citizens are not currently so protected. Most notices of privacy practices (also known as NPPs)—the forms handed out at doctors’ offices that are supposed to explain HIPAA’s rules—are written as if only the federal requirements (or their deficiencies) apply to medical information. This is so even though HIPAA’s rules require that they incorporate any more stringent standards that may be set out in state laws.16 As two physicians note, “in effect the Hippocratic Oath—the foundation of medical ethics and the most important of all patients’ rights—has been rescinded by federal decree.”17 Under HIPAA, physicians neither need to nor are able to keep patient information private. Moreover, the absence of a requirement for obtaining patient consent indirectly lowers the observance of ethical and professional standards. Justice Breyer called the government the “omnipresent teacher” for good or ill;18 the governmental lesson here is that patient privacy need not be legally or ethically protected any more.

Ironically, providers’ misunderstanding of HIPAA may generate more privacy protection than the law’s actual provisions. The notices of privacy practices that patients receive at initial clinical encounters contribute to the confusion. While the forms are supposed to tell patients what rights they have (such as seeing their records) and what rights they lack (such as consenting or withholding consent for use and disclosure), the language is complex, and many patients (and providers) misread the notices as consent forms. Patients are asked and sometimes required to sign the forms, just as they are with consent forms, and this similarity of process may itself confuse patients. But notices of privacy practices are not consent forms, and patients may or may not sign them—in fact, whether patients sign them has no effect on what happens to their medical information.21 Oddly—and disturbingly—they are one of the main features that the DHHS identifies as protecting privacy: the DHHS asserts that they have this effect because they are supposed to encourage physicians and patients to discuss informational privacy.

In fact, under HIPAA, patients cannot prevent their information from being shared by refusing to pro-
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Physicians’ Concerns about Medical Privacy

National surveys show that both doctors and patients question HIPAA’s benefits for medical privacy. Doctors, in particular, recognize problems with the HIPAA rule. According to a survey conducted in 2005 by Julia Slutsman and colleagues, “Most physicians . . . believe that the privacy rule does not improve the protection of confidential health information.” While most physicians felt that some HIPAA provisions would “somewhat or greatly” improve privacy protections, the majority did not think either the notice provision (64.2 percent) or privacy officers (60.3 percent) would improve protection of health information.27 Although one quarter felt that a violation of medical records privacy was a “very serious problem,” less than a quarter (22.8 percent) agreed that the privacy rule would help them “maintain the confidentiality of patients’ medical records.” In fact, nearly half (45.4 percent) disagreed.

Two-thirds of physicians reported that written patient authorization for “nonroutine” uses of confidential patient information (other than in “treatment, payment, and health care operations”) will “greatly” or “somewhat” improve privacy protection. In fact, the HIPAA requirements for a written authorization for uses in marketing, employment, or insurance give patients the control that the traditional practice of requesting consent provides. The authors found these results “contradictory.” Most physicians believe that the privacy rule does not improve the protection of confidential health information, yet many feel specific requirements will improve privacy protection. What is going on here?

Physicians’ perception that the privacy rule will not greatly improve privacy protections may stem partly from a belief that their “ethical and professional obligations, not regulatory mandates, assure patients’ privacy and confidentiality.”28 Indeed, because the final HIPAA rule was amended in 2002 to remove patients’ right to consent, only the ethical responsibilities of conscientious physicians and some state laws may keep patient information confidential. On the other hand, physicians’ ethics will be severely tested when they want to promise confidentiality, but their employers, regulatory bodies, or insurers insist on access to patients’ health data. In short, physicians can neither readily adhere to professional ethics nor promise confidentiality to their patients. More physicians will essentially have to offer not promises of confidentiality, but warnings, a la Tarasoff or Miranda, that what patients tell their doctors “may be used against them.”29

Patients’ Concerns about Medical Privacy

How concerned are patients about their medical privacy? And how many have had their medical information accessed inappropriately and have suffered because of it? Also, how many people are so concerned about threats to their medical privacy that they forgo medical treatment? As the Supreme Court noted in Jaffe v. Redmond, concern and suspicion about the possibility of losing confidentiality, especially for mental health care, can deter patients from sharing information with providers—or even seeking care in the first place—as effectively as actual breaches. As more people become aware that they do not control their medical information under HIPAA, the number avoiding treatment is likely to grow.

Public opinion surveys since the 1990s have found high levels of concern about medical privacy. In a 1993 Harris poll, 85 percent believed protecting the confidentiality of medical records was either “absolutely essential” or very important in any health care reform. In a 1994 Wirthlin survey, 83 percent of the public held that “any provider,” including “a doctor,” should need patient approval to send to an outside organization any diagnosis or treatment information. A 2002 Johns Hopkins University study found that 85 percent of respondents opposed employer access to genetic information.30 In short, the public thinks their own physicians need patient approval to use their medical records, even for treatment.

A 1999 California HealthCare Foundation (CHCF) study found that one in seven patients (15 percent nationally) was taking at least one of six possible measures to hide information from their providers, including
going to different doctors or paying out of pocket. A 2005 follow-up that asked only four of those six questions found one in eight patients (13 percent on average) were practicing "privacy-protective behaviors." If all six questions had been repeated, about 20 percent to 22 percent would have indicated that they pursued privacy protective behaviors. In short, the proportion acting on their concerns about the loss of medical privacy has grown significantly in half a decade.

The Magnitude of the Harm

While about one third of respondents (36 percent) in the 1999 CHCF study were concerned that health claims information provided to insurers might be used by employers "to limit job opportunities," the 2005 percentage rose to over half (52 percent). The 1999 CHCF study found that 17 percent had experienced a breach of their health privacy—6 percent by a hospital or clinic, and 6 percent by an employer. The 2005 survey shows that one quarter of respondents (23.5 to 28 percent) "are aware of ... specific incidents where the privacy of people's personal information was compromised."

The national CHCF surveys indicate that about a tenth had their hospitals or employers share information inappropriately. Some feel they have lost a job or insurance because of these breaches. These CHCF figures provide evidence that a significant number of patients are changing their treatment behavior because of concerns that their health privacy is not protected. Though the DHHS Office for Civil Rights has received twenty-three thousand complaints about privacy violations—including 5,648 in just the first year of its operation (2003-2004)—most have been dismissed for being outside HIPAA rules.

Privacy protections are needed because confidentiality is essential for patients to safely share their health information with physicians who keep medical records on an electronic system. As more patients (and doctors) discover that they have no right under the HIPAA rules to give or withhold consent in controlling their health information, the proportion not providing full medical details will increase. If the problem gets bad enough that physicians are forced to diagnose without full patient information and to practice more defensive medicine, then medical mistakes and health care costs will rise. Physicians who share patients' concern about privacy may also omit information from patient records. Further, physicians may feel driven to substitute costly diagnostic testing to identify information that patients would freely share if they felt their privacy would be protected. There are fewer examples of the information processing cliché, "garbage in, garbage out," than an electronic health system that is based on incomplete or censored patient data.

Problems Doctors Face

Physicians have increasing difficulty maintaining patient confidentiality under the HIPAA rules. Three non-HIPAA cases point to the problems that patients and providers face when health information is not protected by patients' right to consent under state or national law. In 1999, Dr. Sheila Horn was fired after refusing to share confidential patient information with her employer, The New York Times Company, even though her state medical society indicated she had an ethical obligation to her patients not to do so. A New York appellate court decided in her favor that she was required to follow medical ethics of confidentiality, but the State Supreme Court ruled that as an employee she could still be fired at will. (The New York Times Company had said she was released after a restructuring of its medical department.) Another case of compromised confidentiality concerns Harold Eist, a psychiatrist in Maryland, whose confidential patient records have been repeatedly demanded by the Maryland State Board of Physicians in response to a third-party complaint despite the adamant opposition of the patient, a peer review that found the third-party allegations against Dr. Eist without merit, and four court decisions supporting Dr. Eist's position in defense of medical privacy. The board still maintains that it can compel Dr. Eist to disclose the patient's entire medical record and that Dr. Eist should be punished for his lack of speedy cooperation.

Even Dr. Daniel Shragr's successful protection of patient privacy reveals the pressures on physicians to share confidential patient data. In this situation, Magellan Behavioral Health threatened to remove Shragr from its provider panel if he did not turn over confidential psychiatric patient data. Shragr won, although HIPAA rules permit sharing patient information with oversight and paneling agencies that demand medical records. At the very least, the case shows that physicians' careers and patients' health secrets are increasingly at
risk, and that defending them is costly.

Moreover, the official evaluations of the HIPAA rule miss the threats that providers, patients, and their records face. For example, a Government Accountability Office report in 2004 concluded that implementation of the privacy rule has not hindered the provision of health care. Also in 2004, the DHHS Office for Civil Rights found that, of three thousand complaints about privacy violation lodged under HIPAA, only 259 were valid, and it levied no fines. More than a third (35.3 percent) of the complaints alleged violations that the Office for Civil Rights held were “not prohibited by the Privacy Rule,” such as lack of a consent provision for use of confidential information.

In fact, in addition to the DHHS Office of Civil Rights finding that the denial of patient consent is not an appropriate criterion for complaints, the Department of Justice ruled that employees who violate the “privacy” rule do not implicate the covered entity if the individuals are not acting in official capacities. For instance, in 2004, a Seattle hospital employee who stole patient information to obtain fraudulent credit cards and goods was sentenced to sixteen months in prison. The Justice Department, however, ruled that criminal penalties only “apply to insurers, doctors, hospitals and other providers—but not necessarily their employees or outsiders who steal personal health data.” In short, the law does not necessarily cover the misdeeds of people who work for a covered entity because only covered entities themselves can be prosecuted under HIPAA.

Both the GAO report and the Justice Department interpretations ignore the numerous complaints about the lack of consent in the HIPAA regulations. In a medical catch-22, breaches of confidentiality from lack of consent are not breaches of HIPAA, and hence are not violations. The traditional confidentiality of doctors’ and patients’ relationships now survives mostly on the strength of ethical norms and misperceptions about the law. The reality is that physicians cannot promise confidentiality, and patients are unable to consent or withhold permission for use of their confidential health information. Nor can patients complain effectively when they discover that their wishes are ignored. Patients’ most important concerns—about having some say in the use of their records—are neither part of the HIPAA rules nor subject to investigation by the Office for Civil Rights. In effect, HIPAA functions as a Trojan horse in breaching the edifice of medical confidentiality. It erodes ethics and lulls doctors and patients into thinking they have privacy protections.

Actual protections are increasingly limited, as this comment from an American Hospital Association spokesman revealed: “our national healthcare system can no longer be guile itself with the myth that quality care involves only one doctor and one patient alone in a room where confessions are made and promises are kept. . . . A visit to a physician may be the point of entry into the system for a given episode of illness, but it contests the process and poetically undermines the quality of care to pretend that an institution can be reduced to a personification of the secret-protecting family doctor.” Similarly, the Justice Department wrote in a 2004 brief: “there is no federal common law” protecting “physician-patient privilege,” and in modern medical practice, “individuals no longer possess a reasonable expectation that their histories will remain completely confidential.” If there is any hope to be found, it is that this detrimental state of affairs will give patients, doctors, and policy-makers an impetus to push for improvement in privacy protections.

On the one hand, physicians may refuse to disclose important but embarrassing information because their providers cannot guarantee privacy. On the other hand, physicians may have to require more tests, or play cat and mouse with patients to get more information. Some providers may simply ask less and instead try to figure out histories and diagnoses by inference. Providers may also omit or mislabel information in patients’ records.

The ethics and effectiveness of medical care are at risk. As physicians and patients learn that they are losing their autonomy, their control over their relationship, and the confidentiality of their most private information, ethical and practical dilemmas will abound. The tensions in the Slutsman study findings reflect physicians’ recognition that HIPAA does not protect patient privacy; indeed, it weakens their ability to maintain confidence and respect professional norms.

As Ascher et al. noted, the purpose of patient informational consent is “the same as the purpose behind informed consent for treatment: to show respect for patient autonomy by informing the patient of the risks and benefits, and allowing the patient to make informed decisions” about the risks and benefits of sharing health information. Although some states provide more stringent laws that preempt HIPAA, the federal “privacy rule” incentives not to offer patient consent undermine traditional ethical and legal protections.

**Even HIPAA Protections Could Be Diluted**

One rationale for passage of HIPAA was that enacting a single, common rule for respecting the privacy of medical records would foster “administrative simplification” (45 CFR 160-164) and promote the computerization of health information. In actuality, HIPAA’s lack of privacy protections undermines these efficiency goals, since if patients decide not to disclose potentially detrimental information, health care costs will rise. The transition to electronic medical records will not be successful unless respect for medical privacy is assured. Yet recent Bush administration calls to reduce health costs by pro-
moting electronic medical records still overlook this reality.47

Although electronic record-keeping can be valuable in preventing errors and computer systems can be made more secure by setting up multiple levels of access and permission, computers also make privacy breaches much easier and significantly more consequential. For instance, it is easier—appropriately or not—to send entire medical records at the click of a mouse than to copy and mail a large paper record. Computerization also allows sensitive information to be sent to numerous destinations as easily as to any one.

In addition, some groups are lobbying to turn what is called the HIPAA “floor” of minimal protections into a “ceiling”—setting the maximum standards—by removing patient consent requirements from stricter state laws, including those incorporating professional codes of ethics and conduct.48 The proposed alternative would replace the state protections with provisions that facilitate “interoperable” sharing of health data without consent.49

For instance, the Health Information Technology Promotion Act of 2006 (H.R. 4157), a bill concerning electronic medical records that is supported by the health care industry, lacks any consent provisions. Earlier versions proposed that the DHHS secretary be authorized to remove HIPAA’s preemption of more stringent state privacy laws, but that proposal has been modified. H.R. 4157 also authorizes a “National Coordinator for Health Information Technology” to set up a health surveillance databank system. The House of Representatives passed the bill in July 2006.

In the Senate, the proposed Wired for Health Care Quality Act (S. 1418) provides for the development of standards for a national, interoperable electronic medical records system. But, like its House counterpart, it does not recognize or preserve the right to health information privacy, nor does it include a provision for patient consent.

In short, even more than HIPAA, H.R. 4157 and S. 1418 would create a system in which, at the behest of covered entities, patients and providers would have virtually no health information privacy rights, and physicians would be even less able to guarantee patient privacy or to adhere to the principles of medical ethics ensuring confidentiality.

What Can Be Done?

Conscientious and cost-conscious legislators and administrators need to recognize that the price of providing privacy protections is a comparatively small part of the health care system’s overall costs and is less expensive and cost effective. Although electronic record-keeping can be valuable in preventing errors and computer systems can be made more secure by setting up multiple levels of access and permission, computers also make privacy breaches much easier and significantly more consequential. For instance, it is easier—appropriately or not—to send entire medical records at the click of a mouse than to copy and mail a large paper record. Computerization also allows sensitive information to be sent to numerous destinations as easily as to any one.
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In the Senate, the proposed Wired for Health Care Quality Act (S. 1418) provides for the development of standards for a national, interoperable electronic medical records system. But, like its House counterpart, it does not recognize or preserve the right to health information privacy, nor does it include a provision for patient consent.
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Conscientious and cost-conscious legislators and administrators need to recognize that the price of providing privacy protections is a comparatively small part of the health care system’s overall costs and is less expensive and cost effective.
sought reinstatement of the original final version of the rule, which required that patients be asked for their consent. The challenge has so far been unsuccessful.55

There are other fronts, however. Congress should incorporate a patient consent provision into any legislation on electronic health information. Citizens can contact Congress to insist on the inclusion of privacy protections and consent provisions in bills like H.R. 4157 and S. 1418.66 The media—especially the medical and national press—should illuminate the significance of confidentiality and consent and educate the public and leaders about the detrimental consequences of the current “privacy” rule. Powerful medical groups like the American Medical Association57 and the American Psychological Association, acting as advocates in Congress and amici curiae in the Courts, should insist that confidentiality and consent be restored to HIPAA, both for ethical and for practical reasons.

In short, professional ethics, responsibilities, and goals mandate that medical providers and organizations support restoring patient informational consent to the HIPAA rules and electronic medical records laws. The courts and legislatures should also support patient privacy by requiring that HIPAA and electronic medical records bills incorporate the fundamental principles of medical confidentiality and patient consent into their provisions. These laws and rulings will benefit both the well-being of individual Americans and the health of the body politic by sustaining the fundamental rights to confidentiality and consent that undergird quality medical care.
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